**Abuse Cases:**

Abuse Cases (Malicious attack):

* Login to application:
  + Stealing an authorized user’s login information to gain access to an application
  + Hacking into an application
  + Using a shared computer that is still logged in
* Create records:
  + The user creates fake records in the system
  + Creates new user in payroll & adds hours to it
  + Creates fake invoices
* Update records:
  + Adds phony data by slightly adjusting all record information
  + Updates payroll records with new banking information
* Delete records:
  + Deletes important reports, such as invoices creating a bad reputation for the company
  + Deletes employee data
  + Deletes important tax information
* Print records:
  + Prints confidential information such as social security numbers & other personal or company information
* Logout of application:
  + Not logging out after a session

Abuse Cases (negligent attack):

* Login to application:
  + Uses a simple, easily guessable password
  + Keeps password on a sticky note on computer
* Create records:
  + Creates records with incorrect information because of typos/not fully paying attention
  + Creates records by accident
  + Duplicating a record without checking to see if it already exists
* Update records:
  + Updates incorrect records
  + Updates already closed records
  + Forgets to save update when updating records
* Delete records:
  + Permanently deletes a record before ensuring it was okay to do so
* Print records:
  + Prints sensitive information & leaves it at the printer for anyone to see
  + Prints multiples of sensitive information & forgetting the copies on the printer
* Logout of application:
  + Does not logout of application